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Abstract: Network traffic is important for tracing back peer-to-peer botnet. Since the network traffic is difficult to catch, we generated the network traffic in our virtual machines using improved mirai botnet. We cluster the network traffic of peer-to-peer botnet to find the abnormal feature and classify the network traffic, which can provide useful information for tracing back peer-to-peer botnet. We found that the traffic of bots and nodes differs and the traffic of peer-to-peer botnet is different to normal network traffic. But it is hard to find the network traffic of C&C server because there is few network traffic of C&C server. The results shows that it is practical to cluster the network traffic to find the feature of p2p botnet.
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Introduction:

Botnet has been widely used to compromise computers , launch distributed denial-of-service attack and other illegal things, which is a great thereat to the web applications. Now hackers has moved to peer-to-peer architecture to implement botnet, which is really difficult to take down. Each bot can act as a server to send command to other bots. On the one hand, we can’t take down the botnet even if we find some bots. On the other hand, the peer-to-peer architecture makes it more difficult to find the botmaster.

However, the command and control protocol is embedded into the peer-to-peer botnet because the botmaster has to send the original command to the bots. And the traffic of C&C server is different from common bots. The traffic now can be found using a 2-tuple “consversation-based” approach with an accuracy of more than 95%( Pratik Narang, Subhajit Ray, Chittaranjan Hota 2014). Moreover, the command and control channels can also be found in network traffic(Guofei Gu, Junjie Zhang, and Wenke Lee 2008).

In this paper, we’ll take a closer look at the network traffic of peer-to-peer botnet. First we’ll implement a botnet environment using mirai. Then we’ll using clustering to analysis the network traffic of peer-to-peer botnet.
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